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Policy. The Departnent of Correction shall identify, nmonitor and
control security risk groups and their nenbers.

Aut hority and Reference.

A
B

C

D

Connecticut CGeneral Statutes, Section 18-81

American Correctional Association, Standards for Adult
Correctional Institutions, Third Edition, January 1990, Standard
3-4135.

Anerican Correctional Association, Standards for Adult Loca
Detention Facilities, Third Edition, March 1991, Standard

3- ALDF- 4C- 08.

Admi ni strative Directives 6.10, Inmate Property; 9.2, Inmate
Classification; 9.4, Restrictive Status; 9.5, Code of Pena

Di scipline; 9.12, Inmate Privileges and Responsibilities; and 10.7
| nmat e Communi cati ons.

Def i ni

apply:

Securi

tion. For the purposes stated herein, the follow ng definitions

Close Custody Unit for Security Risk Groups. An innmate housing
area |located at designated facilities wherein Security Ri sk G oup
Saf ety Threat Menbers are pl aced.

Close Munitoring Unit. An innate housing area | ocated at
designated facilities wherein Security R sk Goup Menbers are

pl aced.

Hearing O ficer. A person assigned by the Comm ssioner or
designee to act as the decision naker in Security R sk Goup
menber hearings, Security Risk Group Safety Threat menber

heari ngs, Disciplinary hearings and/or any other innmate rel ated
heari ng as desi gnat ed.

Reviewer. A person assigned by the Unit Adm nistrator to assess
all information relating to alleged security risk activity.
Security Risk Goup. A group of inmates, designated by the
Conmmi ssi oner, possessing conmon characteristics which serve to

di stinguish them fromother innmates or groups of innmates and which
as a discrete entity poses a threat to the safety of staff, the
facility, other innmates or the community.

Security Risk Group Menber. An inmate specifically deternmined to
be a nenber of a security risk group in accordance with this
directive.

Security Risk Goup Safety Threat Menber. An inmate whose
activity, behavior, status as a recognized Security R sk G oup
Leader, and/or whose activity, behavior or involvenent in an event
associated with a Security Ri sk Group jeopardizes the safety of
the public, staff or other inmate(s) and/or the security and order
of the facility.

ty Risk Goup Identification. The Unit Adm nistrator shall report

any incident, activity or information which suggests the existence of a

Securi
Securi
Securi

ty Risk Goup to the Director of Security. The Director of
ty shall assess the activities of inmates who may constitute a
ty Risk Goup. The Director of Security shall control the

col l ection, maintenance and di ssem nation of information regarding

Securi

A

ty Ri sk Goups.

Reconmendati on Factors. The Director of Security shall consider
the foll owi ng factors when recomrendi ng designation of a Security
Ri sk Group. These factors include, but are not limted to: (1)

hi story and purpose of the group; (2) organizational structure of
the group; (3) propensity for violence by the group or its




i ndi vi dual nenbers; (4) specific violent acts or intended acts of
vi ol ence that can be reasonably attributed to the group as an
entity; (5) specific illegal or prohibited acts, to include the
intention or conspiracy to commt such acts, that can be
associated with the group as an entity; (6) denographics of the
group to include group size, location, patterns of expansion or
decline of group nenmbership; and (7) the degree of threat to
comunity or facility security.

B. Desi gnation. The Director of Security shall evaluate all
i nformati on suggesting the existence of a Security Ri sk G oup.
When sufficient information suggests the exi stence of a Security
Ri sk Group, the Director of Security shall present the findings
and supporting docunentation to the Conmi ssioner. The
Commi ssi oner shall be the approving authority to designate a
Security Risk Group in accordance with the factors set forth in
Section 4(A) above.

C Notification of Designated Security Ri sk Goups. A list of
designated Security Ri sk Groups shall be posted in inmate housing
areas and/or conmon areas within the facility. The lists shall be
updat ed as nodifications occur.

G oup Munitoring. The Unit Admi nistrator shall ensure the ongoing
nonitoring and reporting of Security Risk Goup activities to the
Director of Security. Such nonitoring and reporting shall include
organi zational structure, chain of command, byl aws, creed, names and
titles of individual inmates connected with Security R sk Groups and
identifying colors, tattoos, hand signals or other comron identifiers.
Monitoring shall include information on the relationships of Security
Ri sk Group nenbers both within the unit and the Departnment as well as
reports on all factors listed in Section 4(A) above.

Designation of a Security R sk Goup Menber. An inmate shall be
designated as a Security Ri sk G oup Menber under the follow ng
condi tions.

A When there is reason to believe that an inmate is a Security Risk
Group Menber, the Unit Admi nistrator or designee shall initiate
the process for designation of an inmate as a Security R sk G oup
menber by followi ng the notice and hearing procedures set forth
under Administrative Directive 9.5, Code of Penal Discipline
except that form CN 61401 and page one of CN 61402 shall be
provi ded as notice to the inmate. A hearing shall be held and
presi ded over by a Hearing Officer. Wen the Hearing Oficer has
sone evidence to showthat an inmate is affiliated with a Security
Ri sk Group, the inmate shall be designated as a Security Risk
Group nmenmber. A conpleted copy of page two of CN 61402 shall be
given to the i nmate upon conpletion of the hearing.

The Hearing O ficer shall notify the inmate in witing of the
inmate's designation as a Security Ri sk Goup Menmber, utilizing
form CN 61405, Notification of Decision. The Hearing Oficer
shall forward a copy of all relevant naterial used to decide an
inmate' s designation as a Security Risk Group Menmber to the Unit
Administrator. The Unit Administrator shall notify the Director
of Offender C assification and Popul ati on Managerment and the
Director of Security. Al docunmentation indicating security risk
group nmenbership shall be forwarded to the Director of Security.
A photocopy of the inmate's picture and visiting list shall be
attached. The Director of Security shall ensure the designation
is noted on the RT46 and RT50 conputer screens.

B. An inmate shall al so be designated as a Security Ri sk G oup Menber
when the inmate is found guilty on the charge of Security Risk
Group Affiliation, Section 10(U), in accordance with
Admi nistrative Directive 9.5, Code of Penal Discipline. No



hearing other than the one provided for in Adm nistrative
Directive 9.5, Code of Penal Discipline, shall be required when
such designation is based on violation of Administrative Directive
9.5, Section 10(U). In addition to any notification requirenent
in accordance with Adninistrative Directive 9.5, Code of Pena
Discipline, the Hearing Oficer shall notify the inmate in witing
of the inmte's designation as a Security R sk Group Menber
utilizing formCN 61405, Notification of Decision

Managenent. The Deputy Comnr ssioner of Operations shall designate C ose
Monitoring Units within selected Level 3 and 4 facilities for the

pur pose of nmanaging Security R sk Group Menmbers. An innate designated
as a Security Risk Group Menber shall be managed as foll ows:

A

Classification. The inmate shall be classified Level 3 or higher
in accordance with Adm nistrative Directive 9.2, Inmate
Classification

Wrk or Program Assignnments. An inmate assigned to a work
assignnent shall be linmted to service jobs within the Unit. No
seven (7) day job credit shall be allowed.

Program opportunities shall be provided in-cell/unit or separate
fromthe general population in a secure area. The Unit
Admi ni strator shall subnmit a programplan to the Deputy
Commi ssi oner of Operations for approval. For a Level 4 facility no
greater than 25 percent (25% of the capacity of each unit shal

be all owed out of cell to participate in work and/or prograns at
one tinme.

For a Level 3 facility no greater than 50 percent (50% of the
capacity of each unit shall be allowed out of cell to participate
in work and/or prograns at one time.

Extended Family Visiting. Extended family visiting shall be
prohi bi t ed.

Qut standing Meritorious Good Tine (OMGT). OMGT awards shall not
be granted.

Good Tine Restoration. Restoration of forfeited good time shal
not be permtted in accordance with Administrative Directive 9.5,
Code of Penal Discipline.

Privileges. Privileges may be allowed in accordance with

Admi ni strative Directive 9.12, Inmate Privil eges and

Responsi bilities.

Visits. Visits shall be non-contact, where possible, and separate
from General Population visits.

Movenent .

1. Qut of Cell Wthin Unit. For Level 4 facilities no greater
than 25 percent (25% of the capacity of a unit shall be
al l owed out of cell at one tinme. For Level 3 facilities no
greater than 50 percent (50% of the capacity of a unit
shall be allowed out of cell at one tine.

2. Qut of Unit. Qut of unit other than to adjacent recreation
area, inmates shall be escorted

Searches. Randomcell an living area searches shall be conducted
on a daily basis. Each cell shall be searched at |east once every
seven (7) days.

In Cell QObservation. Direct observation by a Correctional Oficer
shall not be less frequently than every 30 minutes. Living
breathing flesh shall be observed

In Cell Restraint Status. 1In cell restraints shall not be

al | owed.

Mail. Al mail shall be handled in accordance with Adm nistrative
Directives 6.10, Innmate Property and 10.7, |Inmate Conmuni cati ons.
Tel ephone. Al inmate tel ephone calls shall be in accordance with




10.

Admi nistrative Directive 10.7, |nmate Conmuni cati ons.

N. |lnmate Property. Shall be in accordance with Adm nistrative
Directive 6.10, Innmate Property.

(@] | nmat e Accounts. The Unit Adm nistrator shall nonitor the
inmate' s account activity.

P. Recreation. Recreation shall be authorized to include, at a

m ni mum one (1) hour per day, five (5) days a week in a
controll ed area.

Q Showers. Innates will be allowed to shower daily.
R. Food Service. Regular neals shall be provided. Inmates will be
fed in their respective housing units. Unless fed in cell, at

Level 4 facilities only 25 percent (25% of each housing unit, and
at Level 3 facilities only 50 percent (50% of each housing unit
will be released at any given tinme. Feeding schedules will
alternate on a day to day basis.

Appeal of Security Risk Group Menbership Designation. An innate
designated as a Security R sk G oup Menber may appeal the designation in
witing to the Unit Adm nistrator or designee within 15 days of the
notice of decision in accordance with Administrative Directive 9.5, Code
of Penal Discipline.

Designation of Innate as a Security Risk Goup Safety Threat Menber. An
i nmate shall be designated a Security Risk Group Safety Threat Menber
when.

A The inmate falls within the provisions of Adm nistrative Directive
9.5, Code of Penal Discipline, Section 8(Q(2) or 8(Q(3).
B. The Hearing O ficer has sonme evidence to show that the i nmate,

whet her previously or currently designated as a Security Risk
Group Menmber or Security Risk Goup Safety Threat Menber or not,
has engaged in behavior associated with a Security Ri sk G oup or
is a leader of a Security Ri sk Group and such behavior or status
presents a threat to the safety of the community, staff, facility,
other inmates or the order of the Departnent.

In maki ng a designation under Section 9(B), the follow ng
procedure shall be followed. The Unit Adm nistrator or designee
shall initiate the process for designation of an inmate as a
Security Risk Goup Safety Threat Menber by follow ng the notice
and procedures as set forth under, Adm nistrative Directive 9.5,
Code of Penal Discipline, except that form CN 61403 and page one
of CN 61402 shall be provided as notice to the innmate. Wen the
Hearing O ficer has sonme evidence to show that an inmate is a
Security Risk Goup Safety Threat Menmber, the inmate shall be so
designated. A conpleted copy of page two of form CN 61402, |nnate
Security Risk Goup Safety Threat Determ nation shall be given to
the inmate upon conpletion of the hearing. Any inmate housed in a
Level 3 facility or below shall be transferred to a Level 4 or 5
facility and/or shall be placed on Adm nistrative Detention in
accordance with Adm nistrative Directive 9.4, Restrictive Status,
prior to initiation of the hearing.

Prior to initiating any Security Ri sk Group Safety Threat Menber

heari ng a designated staff menber fromthe facility investigating
the Security Risk Group Safety Threat recomendati on shall confer
with the Director of Security or designee.

Notification of Decision. The Hearing Oficer shall notify the inmate
and the Unit Adnministrator of the decision regarding the Security Risk
Group Safety Threat Menber hearing, utilizing form CN 61405,
Notification of Decision. The notification shall informthe i nmate of
the appeal process. The Unit Administrator shall notify the Director of
Security and the Director of O fender C assification and Popul ati on
Managenment when an i nnate has been designated as a Security R sk G oup
Saf ety Threat Menber and shall arrange transfer of the inmate to a Level
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4 Close Custody Unit if appropriate. All original paperwork regarding
the designation of any inmate as a Security Ri sk Group Safety Threat
Menber shall be forwarded by the Unit Administrator to the Director of
Security.

Appeal of Security Risk Group Safety Threat Menbership Designation. An
i nmate designated as a Security R sk Group Safety Threat Menber may
appeal the designation in witing to the appropriate Unit Adm nistrator
within 15 days of the notice of decision in accordance with
Administrative Directive 9.5, Code of Penal Discipline.
Admi nistrative Segregation Placenent. Placenent of an inmate in a C ose
Custody Unit shall not preclude placenent in Adnministrative Segregation
Upon successful conpletion and renmoval fromthe Administrative
Segregation programin accordance with Adm nistrative Directives 9.2,
Inmate Classification and 9.4, Restrictive Status, a designated Security
Ri sk Group Safety Threat Menber shall enter the C ose Custody program
for Security Risk Goups.

Inmate Records. An inmate's designation as a Security Ri sk G oup Menber
or as a Security Risk Goup Safety Threat Menber shall be recorded in
the inmate's Master file and identified on the RT46, RT50 and RT77
conput er screens.

Readnitted Innmate. An inmate di scharged fromthe Department while
designated as a Security Ri sk G oup Menber or Security R sk Goup Safety
Threat Menber shall be readmitted in the sane status. The inmate's
status shall be reviewed within 90 days of readmi ssion. The Unit

Admi nistrator shall notify the Director of Security and the Director of
O fender Cassification and Popul ati on Managenent of any Security Risk
Group Menber or Security Risk Goup Safety Threat Menber's readm ssion

Managenment Of a Security Risk Group Safety Threat Menber. An inmate
designated as a Security Ri sk G oup Safety Threat Menmber shall be
managed as fol | ows:

A Housing. Placed in a Level 4 C ose Custody Unit.
B. Moverent Phase |

1. Qut of cell or secured area within housing unit - not nore
than eight (8) inmates including janitors/tierman all owed
out of cell at one (1) tinme.

2. Qut of cell or secured area when on restraint status -
restraints shall not be authorized unless for novenent to
Restrictive Housing.

3. Qut of unit other than to adjacent recreation area - inmate
shall be escorted, at a mnimm by one (1) staff nenber for
every three (3) inmates.

C. Movernent Phase Il and II1l. Qut of cell novenent for an inmate
engaged in the approved Cl ose Custody phase Il and Il program may
be rel axed at the discretion of the Unit Adm nistrator and
consistent with the program nodel.

D. Searches. Cell and living area searches shall be conducted at
| east once every seven (7) days.

In Cell Observation. Direct observation by a Correctional Oficer
shall not be less frequently than every 30 minutes. Living
breathing fl esh shall be observed

F. In Cell Restraint Status. 1In cell restraints shall not be
al | owed.

G Mail. Al mail shall be handled in accordance with Adm nistrative
Directives 6.10, Inmate Property and 10.7, Inmate Conmunications.
No nore than five (5) letters may be retained per inmate in the
cell.

H. Tel ephone. Al inmate tel ephone calls shall be in accordance with
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Admi nistrative Directive 10.7, Inmate Comruni cati ons. A maxi mum

of three (3) 15 mnute tel ephone calls per week may be all owed,

exclusive of privileged comunication. Al calls nmust be approved

by a supervisor. Phone calls shall be recorded and may be |i stened

to directly. Upon witten request, an authorized call to a

privil eged correspondent shall be arranged to preclude recording

or |istening.

Inmate Property. Shall be in accordance with Administrative

Directive 6.10, Innmate Property.

| nmat e Accounts. The Unit Adm nistrator shall nonitor the

i nmate' s account activity.

Cassification. Cassification shall be in accordance with

Admi nistrative Directive 9.2, Inmate C assification

Wrk Assignnments. W rk assignnments shall be limted to cleaning

and food service jobs within the Unit.

Program Assi gnnments. Program opportunities shall be provided in-

cell/unit or separate fromthe general population in a secure

area. The Unit Adm nistrator shall submt a programplan to the

Deputy Comm ssioner of Operations for approval

Recreation. Recreation shall be authorized to include one (1)

hour per day, five (5) days a week in a controlled area.

Showers. Three (3) showers with a 15 minute |linmt shall be

al | oned weekly.

Food Service. Regular neals shall be provided.

Visits. Two (2) non-contact visits per week shall normally be

al l oned. No extended famly visits shall be allowed. Legal visits

will be allowed as needed and approved by the Unit Adni nistrator

or designee. Additional non-contact or contact visits nmay be

aut hori zed by the Unit Administrator based upon an individual's

successful program participation

R. Sentence Credits. Statutory Good Tine credits shall not be
authorized. Qutstanding Meritorious Good Tinme award shall not be
grant ed.

S. Good Tine Restoration. Restoration of forfeited good tinme shal
not be permtted in accordance with Administrative Directive 9.5,
Code of Penal Discipline.
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Change in Security Risk GGoup Safety Threat Menber Designation. Al
witten appeals fromthe inmate, within the allotted 15 days fromthe
notice of designation as a Security Ri sk Group Safety Threat Menber,
shal | be handl ed by the appropriate Unit Administrator or designee in
accordance with Section 9(C) above. The Unit Adm nistrator shal

consult with the Director of Security prior to granting an inmate’s
appeal of such designation. The Unit Adm nistrator shall have authority
to grant appeals only until the initial appeal process is conpleted.
Thereafter, the Director of Security shall review any innate's
designation as a Security R sk Group Safety Threat Menber as new
information requires, or at |east every six (6) nonths, to determ ne
whet her the inmate should remain in this status utilizing form CN 61406,
Security Risk Goup Safety Threat Menber Six Month Review. Any
recommended change in the inmate's status shall be forwarded to the
Director of Security and submtted to the Conm ssioner/Deputy
Conmmi ssi oner of Operations for action. The Director of Security shal
notify the Director of Ofender C assification and Popul ation
Managenment, the appropriate Unit Administrator and the i nmate of any
changes in the inmate's designated status.

Security Risk Goup Renunciation. An inmate identified as a nenber of a
Security Risk Group but who is not a Threat Menber, may subnit a letter
to the Unit Administrator to request renoval from such designation. The
Unit Administrator or designee shall interviewthe inmate to deternine
the validity of the request and have the inmate sign the Security Ri sk
Group Renunciation form CN 61404. Wen the Unit Administrator, in
consultation with the Director of Security, reasonably determ nes the

i nmat e has di sconti nued unaut hori zed associ ati ons and activities, the
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Unit Administrator may approve a change in designation and forward a
written copy of the decision, along with any related infornmation to the
Director of Security. The designation shall be renmoved by the Security
Di vi sion on the RT46, RT50 and RT77 screens upon approval fromthe
Director of Security. The inmate's Security Risk Goup file shall be
kept in an inactive file in the Security Division for future reference.

Redesi gnation. An innate redesignated as a Security Ri sk G oup Menber
in accordance with this Directive, after having been allowed to renounce
nmenber shi p, shall not be allowed to renounce again w thout authorization
of the Conmissioner. The Director of Security shall reactivate the file
whi ch shall be maintained on the RT46 and RT50 screens.

Movenent. The Director of O fender Cassification and Popul ation
Managenent shall notify the Director of Security and the receiving Unit
Administrator prior to the novenent of any known Security Ri sk G oup
Saf ety Threat Menber.

Di scharge of a Designated |nnate. The Unit Adm nistrator or designee
of the discharging facility, shall notify the Director of Security when
a Security Risk Group Menmber or Security Risk Group Safety Threat Menber
is schedul ed for discharge to the conmunity. The Director of Security
shall notify the appropriate |ocal |aw enforcenent and State Police,
providing a profile of the rel eased innate.

Exceptions. Any exception to the procedures in this Adnministrative
Directive shall require prior witten approval fromthe Commi ssioner.



